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How to avoid getting your e-mails junked 

What is spam? 


Spam is the use of electronic messaging systems (ie e-mail) to send unsolicited bulk messages.
Spamming remains economically viable because advertisers have no operating costs beyond the management of their mailing lists, and it is difficult to hold senders accountable for their mass mailings. 
Because the barrier to entry is so low, spammers are numerous, and the volume of unsolicited mail has become very high. In 2011, the estimated figure for spam messages was around seven trillion. 
Wikipedia 2013 


Avoiding spam filters 

It’s often marginal adjustments that together prevent your e-mail from being 
spammed and not just one sweeping change. Spam filters look at a long list of 
criteria to decide whether your e-mail is junk. They’ll assign points every time they 
see ‘spammy’ phrases. Certain criteria get more points than others. 

If your total ‘spam score’ exceeds a certain threshold, then your e-mail goes to 
the junk folder. 
So what’s the threshold you need to stay under? Unfortunately, there’s no way of knowing as this number is different for every server. 
As for that list of ‘spammy’ criteria, it’s constantly growing and adapting, because spam filters learn more about junk every time someone clicks the spam button in their e-mail program. Spam filters even sync up with each other to share what they’ve learned. Although there's no magic formula, you can avoid common mistakes that send newsletters to junk folders by following the tips below. 

Here’s what you need to do 
Use best practice when writing your e-mail copy. Here are some easy-to-follow suggestions and tips on how to write your e-mail to help avoid being spammed: 

● Avoid ‘spammy words or phrases’ (particularly in the subject line). 

Some of the worst offenders are: Free, Buy now, Cash, 50% off!, Click Here, 
Call now!, Subscribe, ££££, Discount!, Eliminate Debt, Double your income, You're 
a Winner!, Amazing, Opportunity, “Click here!” or “Once in a lifetime opportunity!”.
● Going crazy with exclamation marks !!!!!!!!!!!!!!! 

● USING ALL CAPS, WHICH IS LIKE SCREAMING AT THE TOP OF YOUR LUNGS (especially in the subject line). 
● Colouring fonts bright red or green. 

● Coding sloppy HTML, usually from converting a Microsoft Word file to HTML. 

● Creating an HTML e-mail that’s nothing but one big image, with little or no text (since spam filters can’t read images, they assume you’re a spammer that’s trying to trick them
● Designing HTML e-mail in Word and exporting the code to HTML (that code is sloppy, and spam filters hate it). 

● Not creating a Plain Text version of your e-mail for those who cannot read HTML e-mails. 

● Hyperlinking from text. Instead of ‘click here’, put the actual link into the e-mails. Spam filters think you have something to hide when the link is hidden! 


What is HTML? 

Most mass e-mail delivery software uses a text editor to write your e-mail in HTML (or HyperText Markup Language). HTML is the main markup language for creating web pages and information that can be displayed in a web browser. 

HTML is written in the form of HTML elements consisting of tags enclosed in angle brackets (eg <html>). 

If you are copying and pasting your e-mail text from a source that doesn’t use HTML, you will find the mailing editor reads your original formatting in a different way and is difficult to edit. More importantly, you may be pasting in ‘sloppy’ code that will cause your mailing to be marked as spam. 

To avoid this: 

● Write and format the e-mail directly in the text editor. 

● If you are preparing or receiving e-mail content in different formats (eg Word), paste into Notepad before you paste it into the mailing editor. As Notepad works only in text it will remove any formatting from other sources. 





How spam filters think





Further links:


How to avoid spam filters: �http://mailchimp.com/resources/guides/how-to-avoid-spam-filters/html/


On-line tool to test your email spam score: �http://www.emailspamtest.com/


Further tips on improving your e-mail delivery rate:


http://www.activecampaign.com/help/improving-delivery/








Based on an original factsheet produced by GMCVO Databases














